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1. Introduction to USPACE 1. /)Ilﬁrﬁnj‘tﬂﬁ%r J

O Aninternational commercial space % UL TR #]3E Nz O 55 1
company with_satellite manufacturing |3/T =2 ﬂﬂniﬁﬂ(@‘%ﬂ%*ﬁﬁﬂﬁ%
as its core business (HKEX Stock fﬂiﬂ‘r 01725.HK)

Sticker Symbol: 01725.HK) )
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2. Core advantages of satellite internet services » T B HE:M AR S A% DML B

O Satellite internet is a technology that provides
broadband internet connections worldwide via
orbiting satellites.

O Core advantages:

v

Global coverage: Overcomes the limitations of
traditional network infrastructure to provide a
seamless network.

Cost-effective: For remote areas, satellite internet
is more cost-effective than laying optical fibres.

Emergency communications: In the event of a
collapse of terrestrial networks (e.g. natural
disasters, wars), satellite internet can provide
critical communications.

Technological innovation: Promotes the
development of cutting-edge technologies such as
Al, big data, and the Internet of Things (loT).

Digital equity: Helps developing countries and poor

areas achieve internet penetration and improve
economic and educational opportunities.
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3. Major challenges facing satellite 3. L& EE%MH&'%T@ llﬁ
Internet services K] E Pk R

O Spectrum resources and orbit management

O National security and data sovereignty O Mt o5 Y 5 PuiE 5
0 Data privacy and network security O Ex%4e 5835 FN
O Market access and commercial operation O X IERaFA 5 ML 24
permis O i\ 5 i VAT

O Space law and environmental responsibility
ey = :[:iZZEE
0 Government intervention and policy O KEVASHE 5T

uncertainty O BUNFT 105 BUR A e P



JUSPMACGE

TGECIHNOLOGY Greour LTMIITGD

Challenge 1: Spectrum resource and orbit management
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O Regulatory challenges:

v' Competition for spectrum: Satellite internet needs to
share spectrum with terrestrial communications,
broadcasting and military communications.

v Tight orbital resources: Large-scale deployment of
LEO satellites may lead to collision risks.

O Countermeasures:

v' Comply with ITU regulations and allocate spectrum
reasonably.

v" Improve utilisation by adopting intelligent spectrum
sharing technology.

v" Reduce space debris by adopting recoverable satellite
technology.

O Opportunities for space companies (USPACE):

v' Develop efficient spectrum management systems to
optimise resource mobilization.

v" Provide low-cost, recoverable satellite technology.
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Challenge 2: National security and data sovereignty
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O Regulatory challenges:

v

Data sovereignty disputes: Some countries
require data to be stored locally, and satellite
internet may bypass traditional networks.

National security scrutiny: Some countries are
concerned that foreign satellites may affect the
security of their communications.

O Countermeasures:

v

v

v

Set up local data centres to meet data sovereignty
requirements.

Provide a secure regulatory interface to reduce
national security risks.

Use end-to-end encryption to protect data
security.

O USPACE opportunities:

v

v

Provide customised localised data storage
solutions.

Develop secure encrypted communication
satellites that meet the regulatory requirements
of various countries.
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Challenge 3: Data privacy and network security

HBEBRREMEZE
0 Regulatory challenges:
v/ Transnational data flow: Potential violation 1Ay %’:'%Eﬁjz
of data privacy regulations such as the v BEEPERS): 1 EEiE < GDPRE:
General Data Protection Regulation (GDPR). B FERLVE R
v’ Risk of hacker attacks: Satellite signals may v BB AL TR AE T AT HE
be intercepted, resulting in data leaks. %Z w mé&ﬁ/ﬁﬂ%"
O Countermeasures: O i X]LT
v" Comply with global privacy regulations such ﬁi{:}éﬂw‘——"%&ﬂ, UIGDPR,
as the General Data Protection Regulation CCPA,
(GDPR) and California Consumer Privacy Act v’ R F i 2w hnss, BT b EE R A
(CCPA). v NS B N R AZ AL o
v' Use end-to-end encryption to prevent data
interception. O USPACENLIE:
v Establish a strict content review mechanism. v R g A HF AN,
é&%%%FEELEﬁM 7R
[0 USPACE opportunities: v' SRt TR Z0 BN 48 2 A T
v Develop a highly secure satellite ES

communication protocol to protect data
privacy.

v Provide satellite-level network security
monitoring solutions.
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Challenge 4: Market entry and commercial operation permit
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O Regulatory challenges:
v' Market entry requirements vary from country to
country, and the approval process is complex.
v Protection of local enterprises: Some countries set
high thresholds to restrict foreign investment.

O Countermeasures:
v" Reduce market access thresholds through joint

ventures, franchising, and other methods.
v" Ensure compliance with national regulations

through transparent compliance processes.
v' Adopt flexible business models such as
government cooperation and franchising.

O USPACE opportunities:
v' Cooperate with local enterprises to manufacture
satellites or provide technical support.
v' Provide a standardized satellite platform to
accelerate customers' entry into the market.
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Challenge 5: Space law and environmental responsibility
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O Regulatory challenges: e 2525 b EB
v' Space debris management: Large-scale satellite O E EI% jZ : .
deployment may exacerbate the problem of space %ﬁ%&éi&ﬁ 3)5% j(%)@%ﬂg%’ HiE ] e
debris. I TR L
v’ Liability: It is difficult to determine liability in the %%L% PR KRR, 71
event of a satellite collision or fall.
O Responses: ] EZ X_‘l.j;ﬂ; ﬁ i .
v" Reduce space debris by adopting green materials s
(wooden materilas) or recoverable or self-destruct 7_&3@ %%%*’L{U& gfgbj ’D , A A
technologies. ’
v" Reduce legal risks by purchasing space liability v SR A AR |3¢1EE/£1$H]ZJ°
insurance. .5 <<9[‘}:z_:'i )22 ) &5 E PRyl
L, _ . o Gz E .
Ensure compliant operations by complying with =W W=
international regulations such as the Outer Space
Treaty. O USPACERLIE:
0 USPACE opportunities: v Eﬁ§TF i AT E BB R EOR, I8
v" Reduce space pollution by developing wooden EET

satellites, recoverable satellites and automatic v }EE{/\EEE1%@%ZEH%777K’ SRR T
cleaning technologies. +o

v Provide satellite insurance solutions to reduce
legal liability.
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Challenge 6: Government intervention and policy uncertainty
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O Regulatory challenges: | Hﬁ%’xyk ljjjz ]
v’ Risk of policy changes: Some countries may

= ST AN T 52 OT 88 2 AR
suddenly adjust their regulatory policies for E&E%%Q xl;(L s %EEE %Ef He R
satellite internet. = N °
 AES T T (AR el X8 g e
v Internet blocking: Some countries may require the %%@g%@%ﬁ%%ﬂ HEZLR BRIk
blocking of specific content or restrictions on 7 = °
services.
- /—‘
O 3% i
. Co‘l;ntl;:meail;r%:() ernment communication and Y ﬂﬂ?ﬁﬁ(}ﬁ/}l_, HERD AR ) I YR
rengthen gov unicati
- N P50
promote stable regulatory policies. v %%Zﬁﬂﬂﬂcﬁ\]ﬁ A AL, /ZE%J“

v" Provide a localised content review mechanism to
meet regulatory requirements.
v" Conduct policy risk assessments to reduce

v HHATHCRRES L, PR I

uncertainty. 'm USPACEHLJL%:
K T B H ke 17 e 7l | | AN
O USPACE opportunities: v QEEIEM? SRR, ST LA
v Serve as a bridge between the government and v PR TR (SDS) | ERA

businesses to promote industry compliance.

v' Develop software-defined satellite (SDS) to adapt
to the regulatory requirements of different
countries.
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Summary
S¥2
O Opportunities for pace companies (such as 0 ﬁfb%f&ﬁ] (HIUSPACE) 7F P&
USPACE) in the satellite internet industry H LA (LB A4
include: 1'}F = :
v' Spectrum and orbit management v B S EE S R OR
4 giizr:glsfz compliant data transmission Y R ERRIERACHITT R
solutions v ARHAEE ] TR
v" Locally customised satellites v R B E R SRR AR 5%
v' Space junk management and insurance v e TPAE (SDS)

services
v' Software-defined satellites (SDS)

O X, fiRAR (A

O Through these measures, space companies USPACE) AJ7E4 kT 534G
(such as USPACE) can gain an advantage in the T —~
, AT RN 4. A

global market and drive the industry towards a L 0 N
safer and more sustainable future. %’* Hﬁﬁﬁk%°



